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Autonomous Solutions for Advancing Electric Grid Cybersecurity

<‘ Automated detection and moving target defense strategies> | \‘ Security for distributed photovoltaic inverters

Artificial Diversity and Defense Security (ADDSec) Proactive Intrusion Detection and Mitigation System
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Real-time security patching without downtime <‘ Multilevel data fusion sensors for situational awareness >
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