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% How sites perform:

< Compliance scanning/disconnect/reporting on the NSN
% Compliance monitoring for MFA
% Tracking and renewing CSSP Vulnerability & General Security exceptions

% How sites comply with:

< Data Transfer Activity (DTA) requirements for stations, users, logging and reporting
% MFA on Linux
% 802.1x
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s 1 Group Discussion Topics

» How Sites:

% Review CSSP proposed policy changes and assess impact
< Communicate updated STIG versions to system administrators




» I Questions?

++ Contact information:

% Jeremy Steen, jIsteen@sandia.gov, 505-284-6968
% Steve Nichols, scnicho@sandia.gov, 505-844-5941
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