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Preface

This volume contains the papers presented at the 15th Workshop on Cyber Security
Experimentation and Test (CSET), held virtually on August 8™ 2022. We received a strong
collection of papers on a diverse set of topics and accepted 18 out of 36 submissions for
publication and presentation at the workshop. The technical program committee of 23 people
and 8 external reviewers helped reach this decision. All papers received at least 3 reviews and
several papers were debated heavily at the technical program committee meeting.

We thank the program committee for their expertise in carefully selecting papers for a vibrant
program. They selected 12 long papers and 6 short papers to cover topics in (i) experimental
infrastructure on specialized testbeds and emulations and virtualizations studies, (ii) data sets
including collection, analysis, and interpretation of data, (iii) education with tools and
techniques for cyber security education and training (iv) cybersecurity research methods
including designing and conducting large and complex system evaluations, traffic generation,
binary analysis and vulnerability propagation, and (v) measurement and metrics for malicious
attacks and cybersecurity systems.

The huge advantage of a virtual workshop is that it reduces the barrier for global participation.
The workshop had several international submissions, and the final program has three papers
from Europe, one from South Korea, one from India, and one from Canada. All authors have
been encouraged to publish artifacts and datasets if feasible so that others in the research
community can build upon their work. Several papers in the dataset session have committed to
providing open access to their data.

Until two years ago, CSET was held in conjunction with the USENIX Security Symposium.
USENIX made the difficult decision to not hold workshops alongside the symposium to reduce
COVID-related infections in 2022. CSET will continue to explore partnership with the USENIX
Security symposium again next year.

The proceedings for the CSET 2022 program are being published by the ACM International
Conference Proceeding Series (ICPS). All CSET papers will appear in the ACM Digital Library
(DL) and will be assigned DOls, enhancing discovery, enabling persistent reference linking and
archiving in digital preservation repositories, and ensuring perpetual access. Publication in the
ACM DL ensures high visibility. The ACM DL averages over 4 million unique users from 195
countries every month. On average, users generate 4.4 million page views and 1.75 million
downloads each month, thereby increasing the visibility of the CSET workshop within the
international computing community.

Finally, we thank the authors who submitted papers to CSET, as well as the participants in the
workshop for providing the kind of stimulating discussions and feedback that make CSET so
enjoyable and productive.

Thank you and sincerely,
Alefiya Hussain
Thomas Tarman



