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21 Issue

Space environment is uncertain—congested, contested

RPOs/OOS create uncertainty

■High consequence of unsafe RPO/OOS operations—national security implications

• Mission failure

• System break-up

• Space debris

Safe RPOs/OOS must prevent accidents and their ensuing wreckage

■Guidelines for safety of unmanned satellite RPOs and OOS are emerging

■Technical framework and standards are needed for/would benefit safety for
government and commercial RPOs/OOS



3 1 Purpose

•Consider the adaptation of nuclear weapon (NW) Always/Never safety framework
to satellite RPOs and 00S

oWhat is necessary to apply Always/Never safety framework to RPOs/OOS?

oWhat can be learned by applying the framework to RPOs/00S?

In the Cold War, NW safety technology was unclassified
to encourage sharing and use of US NW safety technology by other nuclear states



41 NW Always/Never Framework

•"NWs are subject to the most precise and stringent command and control, safety,
and security possible to prevent accidental or inadvertent nuclear explosions"

NWs must always be available for use when needed and
never go off unless authorized.

oAchieving assured safety—Safety Principles

, Implementation of NW safety design principles or "3I's" in design and operation

• Isolation—the predictable separation of weapon elements from compatible energy

• Incompatibility—the use of energy or information that will not be duplicated
inadvertently

• Inoperability—the predictable inability of weapon elements to function

• plus, the little "i" for independent (differing properties and functions) safety subsystems
or components

. Elimination of safety hazards from design selection, operation, and logistics



5 1 NW Environments and Safety Requirements
over Stages of System Lifetime

Design-Basis
Environment

Definition Reliability Requirement Safety Requirement

Normal

Abnormal

Hostile

Planned and expected

Accident or beyond design
basis for mission reliability

Deliberate threats

Meet system reliability
requirement

Treated as unreliable

No severe degradation in
reliabilityfor design basis

Remain safe a
Remain safe

Remain safe, per
mission-specific needs

Safety Requirements:

no accidental explosion greater than four pounds (4 lbs) TNT equivalent
no dispersal of special nuclear materials



61 First: Define RPO/OOS Safety

The Consortium for Execution of Rendezvous and Servicing Operations

(CONFERS) provides guidance for RPO safety of minimize likelihood of and

adverse consequences from collisions and generating space debris.6

oNPR 8715.7A7 and Mil-Std-882D8 define safety as freedom from those

conditions that can cause death, injury, occupational illness, damage to or loss

of equipment or property, or damage to the environment.

oNASA Safety Standard Volume 19 adds freedom from conditions that cause loss
of mission.

ERPO/OOS safety focuses on distance and "velocity for as an important factor for

the final approach maneuver prior to brakine5.

o

The RPO community abides by "do no harm", where harm is an ambiguous
term but understood to mean minimize debris and do not impact the mission

of the satellite.



Second: Identify RPO and OOS Stages of
7

Operation

Stage

Transit

Approach

Docking

Definition

Flight outside the approach ellipsoid surrounding a space
object; may include phasing

Movement within the approach ellipsoid (e.g., 4x2x2 km)
and keep-out sphere; final approach is within meters to
contact

Physical contact, including soft docking with an
extendible interface and hard docking in which full
physical connection is achieved, and de-spin

Service/Capture Integrated operations

Undocking

Depart

Release of physical connections and separation

Movement away, exiting the approach ellipsoid

kee -out
r dius of

sphe're
200 m

2 m keep-out
zone

Notional Approach Ellipsoid



81 Third: Define RPO/OOS Environments

Normal

Environments in
which operations
and associated
activities are
expected to be
performed over
the satellite's

lifetime

•

Tactical

Temporary 1111
environments
created by

tactics, such as..1
mitigating

actions to avoid
or respond to a

(potential)
attack, or a
predicted
extreme

environment

J
Abnormal
Beyond

Design Basis

Abnormal
Predicted

Abnormal

Environments
that are not
expected to
occur during

operations, are
beyond design
basis, or arise
from accidents

Uncertain

Tactical
Uncertain

Hostile/Threat

Environments
created by

unreasonable
interference or

attack may
exceed the
survival
threshold

Hostile/
Threat

Hostile/
Antagonizing or Minor Threat

Natural
Normal

Design-Basis
Man-made



9 1 Fourth: Recognize RPO/OOS Scenarios

°Development of scenarios aids identification of specific environment types and
highlights the credibility of accident and hostile environments

Servicer

C:Ptifj:Q)

f =Dtl.cp:
Client

Cooperative

Trespasser

1: =1;icc
Occupant

Unknown

Target

Attacker

1:7= 1:

Aggressive



1.1 Applying the Safety Framework

Client and Servicer Reliability and Safety in
Normal Environments 

Client

Servicer

7

c1=otsfc,
Client

Cooperative

Normal
Environment

Reliability Safety Reliability Safety

Transit Passive safety
collision

Operational Mode
avoidance
(PSCA)

Approach Signal authority to
proceed, change to
Service mode

Change to Safe
mode

Given authority to
proceed, change
to Service mode

Change to Safe
mode

Docking

Service mode Safe mode Service mode Safe mode

Change to Operational Remove Safe Change to Remove Safe
Mode mode Operational Mode mode, move to

PSCA

Service

Undock

Depart

Application of safety framework generates creation of modes, such as
Operational, Safe, and Service mode for the OOS



1,1 Applying the Safety Framework

Client and Servicer Reliability in Safety and Abnormal Environments

o

bnormal
Environment

Transit

Approach

Docking

Service

Undocking

Depart

IIIIIw

Client

Reliability Safety

Servicer

Reliability

Withdraw

Operate through, Change to Safe Abort and
abort authority to mode withdraw
proceed

Depending on
SOH, operate

critical systems Operate other
through in Service systems in Safe

mode and/or mode
apply Recovery
mode as needed

Check SOH and
change to
Operational mode

Check SOH and
remove Safe mode

Safety

PSCA

Remain safe
and/or change to
Safe mode if
needed

Depending on
SOH, attempt

service or detach, Remain in Safe
otherwise change mode
to Recovery mode

as needed

Check SOH and
change to
Operational mode

Set PSCA and
remove Safe mode
if applicable

Ability to determine state of health (SOH) benefits safe
operations and mission resumption



1,1 Applying the Safety Framework

Hostile Environment Stages of Servicer-Client Scenario

Hostile environments for RPOs/OOS would be
possible threat environments

• kinetic energy threats
• orbital threats
• optical backgrounds
• conducted, radiated e-field and h-field (EMR)

interference
• dispersed high altitude electromagnetic pulse

(EMP)
• atmospheric ionization
• prompt burst radiation (x-rays, gamma rays, and

neutrons)
• debris decay radiation (short-lived emissions)
• trapped debris decay betas (electrons)
• deposited debris

Logic is similar to abnormal
conditions, but the Client and
Servicer may operate through the
hostile environment

1



13 1 Applying the Safety Framework
Occupant-Trespasser and Target-Attacker Scenarios

u
Occupant

Re liabi lity

Approach Change to Alert
mode

Docking

Capture

Undocking

Depart

Signal. Alert and
change to Survival

mode

Safety

Change to Safe
mode

Survival mode

Change to Remove Survival
Operational. mode mode
using Recovery
mode as needed

Trespasser/Attacker

Reliability Safety

No Control

Tactical scenarios are affected by Survival mode options:
• Maneuvering to escape, where orbital parameters are changing

• Generating defensive counterspace actions1° to impede the Attacker

• Other tactics



141 Summary

mElements of the NW Always/Never safety framework could be useful for RPOs/OOS
. Reminds community of uncertain environments in space
. Provides rigor consistent with needs for high consequence situations
. Drives common safety language and standardization for broader community

Adapting the framework led to our identifying many missing elements for RPOs/OOS

Applying the framework generated the need for modes of operation

NTo develop an equivalent framework for RPOs/OOS, the following steps would be
necessary

Safety reqts
or guidelines
standardized

o
A simple
set of
safety
design

principles
adopted

4
RPO/OOS
stages
defined

o
Four

environment
types

recognized
o Scenarios

developed o
Modes of
operation
identified
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