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TRUSTED SYSTEMS FOR

ADVANCED ARCHITECTURES
Sandia Develops and Fields Unique Solutions Encompassing the Convergence of RF & Cyber
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Sandia supports guardians of peace and freedom on the battlefield and in the lab by applying engineering,
science, and technology solutions to deter, detect, defeat, and defend threats to our national security.

For more information, contact:
F. Mitch McCrory, Sandia National Laboratories
Phone: (505)845-3031 Email: fmmccro@sandia.gov
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