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memorandum 
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Subject: Overview of the MCNP6® SQA Plan and Requirements 

General Overview 

For all X Computational Physics Division (XCP) software under the Associate Laboratory 
Directorate for Weapons Physics (ALDX), the Weapons Research Services Secure Networks and 
Assurance Group (WRS-SNA) manages the software quality assurance (SQA) plan, 
requirements and guidance with respect to development processes and tools to meet the broader 
LANL SQA requirements.  Each XCP software product is categorized into one of three software 
types: Safety Software, Non-Safety Risk Significant Software, and Non-Safety Commercially 
Controlled Software.  Within ALDX, all software that is 

 
• categorized as Safety Software and Non-Safety Risk Significant Software, the LANL 

P1040 Software Quality Management plan is followed; 
• categorized as Non-Safety Commercially Controlled Software, the WRS-SNA WRS-AD-

0010U Software Quality Assurance Program Plan is followed, which derives from the 
LANL P1040 Software Quality Management plan. 

 
Additionally, WRS-AD-0010U identifies Institute of Electrical and Electronics Engineers (IEEE) 
as its standard.  The NNSA NAP-24A Weapon Quality Policy requires that a standard be 
selected, and at LANL, the IEEE software engineering standard is preferred. 
 
P1040 is derived from the LANL SD330 Los Alamos National Laboratory Quality Assurance 
Program, and subsequently the DOE O 414.1D Quality Assurance order.  Figure 1 describes the 
SQA flow-down that ultimately applies to the SQA plan and procedures within LANL’s ALDX.  
Figure 2 defines the required procedure for each software product developed and maintained in 
the ALDX with the required procedure dependent on software categorization. 
 
LANL Form 2033 Safety/Non-Safety Software Determination, Categorization, and Software Risk 
Level (SRL) is used to determine the software categorization.  In the case where the software is 
categorized as Non-Safety Commercially Controlled Software, WRS-FORM-0001U ADX 
Software Impact Grading From is then used to determine whether it is High, Medium or Low 
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Impact.  This grading determines which components within the WRS-AD-0010U SQA plan are 
required to be followed. 

1MCNP6® Categorization and Grading 

In 2018, using LANL Form 2033, the MCNP6 code was categorized by the XCP division as 
Non-Safety Commercially Controlled Software, provided in Appendix A.  Using WRS-
FORM-0001U, the MCNP6 code was graded as a Medium Impact software product, provided 
in Appendix B. 
 
Given these determinations, the WRS-AD-0010U SQA plan is followed for all MCNP6 
developments, documentation and code releases (see highlighted boxes in Figures 1 and 2). 
 
For the applications and uses of versions of the MCNP6 code that are developed and released by 
the Monte Carlo Codes group (XCP-3), the MCNP6 code is not controlled for and should not be 
used for safety significant applications unless qualified to do so by individual users of the code 
for their specific areas of application. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

 

 

 

 
1 MCNPÒ and Monte Carlo N-ParticleÒ are registered trademarks owned by Triad National Security, LLC, manager 
and operator of Los Alamos National Laboratory. Any third-party use of such registered marks should be properly 
attributed to Triad National Security, LLC, including the use of the Ò designation as appropriate. For the purposes of 
visual clarity, the registered trademark symbol is assumed for all references to MCNP within the remainder of this 
document. 
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Figure	1.	SQA	Documents	
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Recommendations for Users of the MCNP6 Code for Safety and/or Risk Significant Applications 

The general purpose MCNP6 particle transport code can be used for many applications including 
but not limited to radiation protection and dosimetry, radiation shielding, radiography, medical 
physics, nuclear criticality safety, detector design and analysis, nuclear oil well logging, 
accelerator target design, fission and fusion reactor design, and nuclear decontamination and 
decommissioning.  It would unreasonable for the code development team to develop the code 
under the strict ASME NQA-1-2008 (NQA-1) Quality Assurance Requirements for Nuclear 
Facility Applications documented standards for all of these application areas.  More importantly, 
this would be unusable by all users of the code given that all users must qualify their version 
of the MCNP6 code and data for their particular uses and applications.  Specifically, for 
LANL users the MCNP6 code usage needs to follow the LANL P1040 Software Quality 
Management process if it will be used in safety and/or risk significant applications.  For other 
users and institutions, the requirements may vary based on how each institution chooses to 
follow the NQA-1 and other international standards. 
 
As part of the qualification of the MCNP6 code for specific applications, it is recommended and 
may be required that a suite of qualification tests be developed to cover the application areas of 
interest.  Within the XCP-3 Monte Carlo Codes group, throughout the development of MCNP6 
features and code improvements, extensive testing is routinely performed.  Verification and 
validation (V&V) tests provided and documented with the MCNP6 code, covering criticality, 
shielding and many other physical capabilities, may be relevant and useful to supplement or 
fulfill user-specific qualification testing for a limited set of application areas.  As an example, 
version 6.2 of MCNP includes several developer curated V&V test suites, with results 
documented in "MCNP6.2.0 Release Testing", LA-UR-17-29011 (2017). 
 
In addition to these qualification tests, which may need to be exercised on a regularly occurring 
basis defined in the user-specific SQA plan, access control mechanisms over the MCNP6 code, 
executable, and all necessary data files required to execute the code must be in place to ensure 
the qualified code and data are not altered in any fashion.  This may include the use of access 
control mechanisms to ensure that the MCNP executable cannot be modified, the use of 

Procedural	Scope	by	Software	Type	
Safety	Software	 Non-Safety	

Risk	Significant	Software	
Non-Safety	

Commercially	Controlled	Software		
(includes	all	ALDX	in-scope	software)	

Follow	P1040	 High	Impact	 Medium	Impact	 Low	Impact	
Follow	WRS-AD-0010U	

Figure	2.	SQA	Plan	Requirements	Process	
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checksums to ensure that the executable has not been modified, and the use of in-use tests to 
ensure that neither the MCNP6 executable nor any operating system libraries have been 
detrimentally modified.  The end user should be cognizant of the system libraries for which the 
MCNP6 code depends and any changes to such system libraries should be tracked.  Additional 
strict access/change control to the system libraries may be necessary as well. 
 
In order to qualify the MCNP6 code for a specific application use, it is possible the user will 
need to go through the commercial grade dedication process if their application falls in a safety 
or risk significant application area. 
 
Specifically, for nuclear criticality safety applications, where MCNP6 is frequently used in a 
more safety/risk significant application area, DOE-STD-3007-2017 Preparing Criticality Safety 
Evaluations at Department of Energy Nonreactor Nuclear Facilities states: 
 

Calculational techniques may be hand calculation methods or computer-based neutron transport 
calculations. The neutron transport computer code systems listed below are developed and 
maintained through rigorous expert review of neutron transport theory, cross section data, and 
Monte Carlo methods in accordance with DOE software quality assurance requirements. These 
code systems are distributed by the Radiation Safety Information Computational Center at Oak 
Ridge National Laboratory. The following code systems are accepted programs for use in NCS 
applications when used in accordance with a site-specific software quality assurance program 
for classifying and controlling software:  
 

• SCALE: A Comprehensive Modeling and Simulation Suite for Nuclear Safety Analysis 
and Design  

• MCNP®: Monte Carlo N-Particle Transport Code System  
• COG: Multiparticle Monte Carlo Code System for Shielding and Criticality Use  

 
All pertinent calculational results shall be reported. Where referenced calculations or reports are 
used to support the results of the evaluation, a summary of the referenced calculations should be 
included. Plots of data should be clearly labeled. Descriptions/labels of individual computer runs 
should indicate the physical attributes of the system being analyzed. Estimated uncertainties in 
the results (e.g., statistical uncertainties associated with Monte Carlo calculations) and analyzed 
sensitivities to modeling simplifications that are not bounding (e.g., effects of homogenization, 
dimension or geometry modifications) should be included here as well. 

 
Regardless of this statement in DOE-STD-3007-2017, which may allow these specific users to 
bypass the commercial grade dedication process, each nuclear criticality safety site must validate 
the MCNP6 code and data with benchmarks which cover their area(s) of application.  
Additionally, they must have their own SQA plan for qualification testing with access control 
mechanisms in place to protect the code and data from detrimental changes.   
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Acronyms 

ASME American Society of Mechanical Engineers 
DOE Department of Energy 

NNSA National Nuclear Security Administration 
LANL Los Alamos National Laboratory 

ALDX Associate Laboratory Directorate for Weapons Physics (within LANL) 
XCP X Computational Physics Division (within ALDX) 

XCP-3 Monte Carlo Codes Group (within XCP) 
WRS Weapons Research Services Division (within ALDX) 

WRS-SNA Secure Networks and Assurance Group (within WRS) 
 

References 

P1040 LANL Software Quality Management 

WRS-AD-0010U  ALDX Software Quality Assurance Program Plan 
NAP-24A  NNSA Weapon Quality Policy  
SD330 LANL Los Alamos National Laboratory Quality Assurance 

Program 

DOE O 414.1D  DOE Quality Assurance  
Form 2033  LANL Safety/Non-Safety Software Determination, 

Categorization, and Software Risk Level (SRL) 
WRS-FORM-0001U ALDX ADX Software Impact Grading From 
ASME NQA-1-2008 ASME Quality Assurance Requirements for Nuclear Facility 

Applications 
DOE-STD-3007-2017  DOE Preparing Criticality Safety Evaluations at Department 

of Energy Nonreactor Nuclear Facilities 
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MCNP Website, mcnp.lanl.gov 
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Appendix A 

2018 MCNP6, Form 2033 (4 pages) 
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Appendix B 

2018 MCNP, WRS-FORM-0001U (2 pages) 
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