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Introduction to Text Analytics with JMP

Text analytics within big data is gaining traction not just because the method displays "hidden" findings

within unstructured data, but text analytics is a great way to merge the quantitative and qualitative

aspects of data analysis to provide a greater understanding of phenomena. While free programs such

as R and Python certainly do a wealth of analyses for textual data, they

lack the visualization and the interactivity that makes JMP a powerhouse

in the text analytics field. Researchers are no longer "flying blind" when it
Visualization and

comes to pre-processing text and analyzing the results derived. JMP
interactivity make

JMP a powerhouse 
allows a fluid interaction between the analysts and the data, much like a

in text analytics. 
painter when moving across a canvas to paint a picture. JMP allows

greater flexibility in painting a picture and getting a solid jump start on

diving into what story the data tell within the unstructured text without

the need for analysts to have an in-depth background in coding. JMP

allows users to learn coding as they go, in real time, with hands-on fluidity. The text explorer in JMP

offers a solid platform for pre-processing and becoming familiar with the nuances of the data.

The added functionality of JMP Text Explorer includes:

• default values for baseline understanding of data,

• the option to show text which provides greater clarity behind how terms and phrases are
mentioned,

• alphabetical and count ordering of terms and phrases to provide greater insight into areas of
further investigation,

• summary statistics regarding overall words analyzed, terms found, and non-missing cases,

• the option to add and remove stop words interactively while pre-processing,

• managing stop words, phrases, recodes and stem exceptions without re-running analyses or
modifying code to address changes, and

• using regular expressions to automate steps of pre-processing, increasing usability for analysts
and provides friendly user functionality not found in R or Python.
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JMP offers a unique hands-on experience with text data that is not found in

any other platform, analysts can deep dive into the data without getting

bogged down by the need to be an expert in JSL or have extensive coding

skills. Analysts can focus more on answering the research questions posed

instead of debugging code or figuring syntax required to arrive at a result.

This cuts down on the time it takes to pre-process data. With JMP's flexible

interactive design, analysts can complete an analysis in multiple ways,

bringing the "fun" back to functional data analysis.

Text Analytics at Sandia National Laboratories

JMP brings the
"fun" back to

analysis.

Specifically, text analytics via the text explorer in JMP has been essential in the evaluation and

customization of applications at Sandia National Labs for improved functionality and usefulness.

Recently, Sandia management requested an analysis of data from the Assurance Information System

(AIS). AIS was created in 2012 to fulfill a NNSA mandate to provide a "reliable system that consistently

and accurately reflects assurance activities and guides the user through data entry to enable informed,

data-driven decision makine (https://sharepoint.sandia.gov/sites/AIS/SitePages/AIS%20home.aspx).

During the transition from the old, outdated AIS to a new tool called Sage, there was an established

need to learn and improve upon the issues and consistent problems that plagued AIS. To improve

consistency and accuracy, and to streamline data capture, details were needed from text captured in

AIS.

Three core research questions were asked by management.

1. What are the kinds of issues being noted?

2. What are the causes?

3. What are the actions?

To answer these questions, text fields of interest were analyzed.

• Issue Statement

• Cause Description

• Action Description

• Results Description

Five separate analyses were conducted looking at the text to address the core research questions.

Issue Statement Action Description Cause Description

With Causal

Without Causal

IT Table lair
Terms Analyzed=1,969

iir Table 3aIIMIr Wable 211
Terms Analyzed= 2,253 Terms Analyzed= 2,501

Table 1b

Terms Analyzed = 319

Table 3b N/A due to no cases to

Terms Analyzed = 3,812 analyze
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In completing analyses, these text fields of interest were analyzed for those observations that were

noted as causal and those without causal.

For risk and issues management, text fields are key in describing and explaining

what the risks and issues are. Yet, these fields are unstructured and often

difficult to navigate while pre-processing data. Often, text pre-processing is

long and tedious, being described as an artform in many venues. There are

ways to automate pre-processing based on the nature of the data. One way to

automate within JMP is through use of regular expressions which can be

reused when needed.

There are ways

to automate

pre-processing.

The Sandia text fields analyzed had a range of data input from empty fields whiched offered no insight

to fields which contained excessive text, many fields included references to other documents with no

additional information. As text analytics had not previously been used on risk and issues management

data, this meant that there was no baseline from which to start. Prior to this effort, only counts of risks

and issues and percent of open/closed were analyzed. Considering the nature of the data and the

method employed, very close collaboration with the subject matter experts (SMEs) within risk and

issues management was required to establish reasonability checks along the way. Due to the existing

unstructured nature of the data, as part of the deliverable from this effort, suggestions were provided

for categories regarding issues, causes, actions, and results which needed to be incorporated within

the new tool as drop-down selections. If suggested categories could be added to the new tool during

development, this would increase usability and create greater robust and quality data capture for

future analyses. Furthermore, based on the text provided for results, sentiment analysis performed

indicated whether actions taken had effectively worked to improve or correct the issue or risk, did not

work to improve the issue or risk or could not be determined by the results provided.

Results in which actions did not have desired outcomes or
were inadequate in some way

Results did not specify any action outcomes (could not be
determined), but offered improvements that could/should
be made
Results in which actions noted had desired outcomes

Result Description

With Causal
5,868 cases

165,730 tokens

1,857 terms

6 topics

Without Causal
8,001 cases

281,056 tokens

3,151 terms

3 topics

3 topics 5 topics

1 topic 2 topics

The methodologies employed for risk and issue analysis included:

• Perform initial clean-up of data (correcting spellings, stemming, punctuation, lower cases,

removal of words that have larger frequencies, but don't offer any discriminate analysis, etc.).
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• Review terms, stems and phrase lists JMP found (based on frequencies), determining if any

information required separate indicator columns within JMP for additional questions.

• Use additional sources including the JMP community (https://community.jmp.com/), JMP

books found within JMP itself (Help>>>Books), regular expression resources and tutorials

(https://regular-expressions.info; https://regexcrossword.com/), GitHub (https://github.com/)

and semantic resources (https://tone-analwer-demo.ng.bluemix.net/)

The analysis selected was Latent Semantic Analysis, Singular Vector Decomposition (SVD) to analyze

results (categories/topics). Term frequency-inverse document frequency (TF IDF) takes the log of

number of times the term is used vs. the number of documents (cases) used. It then devalues words

used frequently and gives weight to more important words used in each case. Weighting used was

centered and scaled to mirror principle components output. Topic analysis —rotated SVD provides a

certain group of terms which aids in trying to find buckets or categories.

Outcomes

In analyzing clusters for issues, causes, actions and results, JMP allowed for recommendations and

improvements during development of Sage (the latest risk and issues tool) which not only addressed

the research questions, but also provided additional answers to questions not yet considered, including

but not limited to ways of mapping areas of risk (e.g. location) via drop-down configuration, having

radial buttons to note systemic issues and risks (those repeated), proposing an alternative

measurement to risk likelihood and consequence matrices, etc. Additionally, recommendations were

made for approaches to capturing more robust data and decreasing the amount of time it took users to

enter necessary information into the tool.

For example, from the text results, it was noted that users, while capturing issues and risks in AIS, were

often doing the minimum and many optional fields of interest were left blank. Some issues noted

stemmed from disagreement with management or colleagues and/or personality clashes, which should

not have been captured in the tool. This result highlighted users lack of understanding for what should

be captured as a risk or issue in AIS and what should not. It was evident that AIS fell short because of

tool design which was difficult to use and did not provide clear steps for entering data to help guide

users. The analysis highlighted systemic issues across the labs and further highlighted that the same

actions were being taken with the same results —these actions were inadequate. These findings

supported SME opinion that issues were not being appropriately addressed and follow-ups were not

adequate to limit re-occurrence of issues.
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The most impactful results from this effort were:

• Stronger results than R

• Pre-processing time was reduced by half!

• JMP alerted to indicators not readily apparent in R!

• More efficient due to focusing on analysis instead of debugging code!

• Gaps and inconsistencies in the historical data were highlighted

• Hidden information within AIS was clarified (the good, the bad and the downright ugly)

• A clear path forward for enhancements/design of new tool was provided

• Based on analysts desires to get more granular findings

• Greater accuracy with data capture

• SMEs were provided with text derived categories

Demonstrated Methodology

Due to the sensitive nature of the actual Sandia data used for the Sandia effort, this paper uses an

unclassified public dataset on data breaches in the United States to demonstrate the pre-processing

methodology employed to highlight how JMP was efficient and aided in enhancements for risk and

issue application development and functionality.

Default for Baseline

JMP Text Explorer (Analyze>>>Text Explorer) offers users the ability to

• Select from multiple languages (e.g. English, Chinese, French, etc.)

• Set maximum words per phrase (e.g. 4 would mean having phrases up to 4 words)

• Set maximum number of phrases (default is 5,000)

• Set minimum characters per word (e.g. wanting to limit how words based on the amount of

characters), and

• Set maximum characters per word that allows limiting how long a word can be.

Users can also select to stem (default is no stemming) or tokenize (regex) prior to looking at the data.

This initial step offered by the text explorer allows users a "baseline" view of the data to gain greater

understanding behind the written word and to begin addressing some pre-processing steps required to

clean the data to a better degree for analysis.
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Text Explorer offers users the ability to look at terms and phrase lists, based on either default or

specified values provided by the user to show the frequency of the words or terms mentioned most

often. JMP provides users with a summary of:

• Number of terms found

• Number of cases analyzed

• Overall word count (tokens)

• Average tokens (words) per case (observation), and

• Missing data, noting the number of non-empty cases (observations/rows) and the

proportion.

These summary statistics are extremely important when analyzing data as having a low response rate

will limit the generalizability of the results and should be considered when performing analysis to
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inform questions regarding participation, engagement, sensitivity of the field, etc. For our example,

using the default setting for data breaches within the United States from 2013 to year ending 2018, it is

easy to see the top list of terms and phrases first using the default (frequency). This provides an initial

overview of information found within the dataset.

+ Text Explorer for surnmary
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Show Text

The highly useful "Show Text" option found within JMP's Text Explorer (Right click on term>»

Show Text) allows users to look at how the word is used within each observation/row it is found

within the corpus (dataset). For example, prior to any major pre-processing the word "said" is the

second most frequently found word in the dataset, mentioned 3,345 times. Too see how this word

is used in each instance found, the "Show Text" option displayed below provides greater insight

into its relative importance to the data and the research question being asked.

Text Explorer for sum mary
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2
3 Patients at an oregon healthcare facility were notified this week that their protected health information
4 (PHI) was potentially exposed after the theft of an employee laptop. A Corvallis Clinic employee was
5 attending a work-related conference in Portland in mid-November and had a personal laptop in their locked
6 car. The laptop contained limited health information, according to a privacy disclosure posted on the
7 Corvallis website.2014-01-27-67333166 Potentially compromised information includes patient names, dates
8 of birth, name of treating healthcare provider, and the reason for a clinic visit. Social Security numbers
9 or financial information are not believed to have been included. Moreover, only patients seen within the
10 last two years are said to potentially be affected. This was a breach of Clinic policy in that patient
11 health information was reported to have been maintained on the employees persanal laptop that had not
12 been evaluated or cleared for use by The Clinics IT security officer, the statement read. The employee
13 reportedly notified supervisors and authorities within 24 hours of the theft taking place. While the incident
14 took place in mid-November, Corvallis explained that it is notifying the public and media earlier than
15 required by federal law. The clinic chose to do this because it takes the issue very seriously and is
16 dedicated to the privacy and security of patient information. while the laptop had a highly secure alpha-numeric
17 password, Corvallis added that the data stored Oil the laptop was not encrypted. However, the clinic stated
18 that is thinks a breach of PHI is unlikely. The Clinics primary ethical responsibility is to our patients,
19 the clinic stated. we are doing our due diligence to try to ascertain what information is contained on
20 the spreadsheet and how many patients were listed. However, unless the laptop is recovered, the exact
21 details of the information and the total number of patients listed may never be known. This incident
22 is another example of the importance of WPM administrative safeguards. Employees at all levels need
23 to understand how to keep patients PHI safe at all times. For example, storing sensitive information on
24 a personal laptop is not a secure way to transport data. Another factor to keep in mind is that organizations
25 could be found liable for their employees actions. walgreens was told by an Indiana court that it was
26 responsible for HIPAA violations committed by one of its employees. The worker inappropriately accessed
27 an individuals prescription medication information and exposed it to another person. By choosing to appeal
28 Walgreen has now created a precedent confirming that privacy breach victims may hold employers accountable
29 for the HIPAA violations of their employees, explained the plaintiffs lawyer, Neal Eggeson ]r. [2]
30
31 Jersey City Medical Center said a computer disk containing 2011 Medicaid patient information was lost
32 in Dune when a package sent via United Parcel Service failed to arrive. The medical center, part of the
33 Barnabas Health system, said that on June 13, 2014, it sent the disk to a company engaged by NeW Jersey
34 medicaid to help the state review certain types of payments to hospitals in NEW Jersey. The unencrypted
35 CD was scheduled to be delivered June 16, but the medical center said it learned on or about that date,
36 that the package did not arrive as scheduled. The medical center did not reveal the number of patients
37 whose information was on the disk. It said letters are being sent to the affected patients and that While
38 UPS has no evidence that personal information has been made available to any unauthorized parties, or
39 misused in any way, patients are being advised to be aware of any suspicious activity and to monitor their
40 credit reports and financial accounts. All those impacted are being offered 12 months of free professional
41 identity monitoring services. the CD did not include addresses, personal contact information or specific
42 medical information. The medical center said the CD did include the patients name, and for a majority
43 of the patients, their Social Security numbers and birth dates. The medical center said We have followed
44 up extensively with UPS regarding this incident, attempting to ensure that UPS has followed all of its
45 internal procedures designed to locate missing packages. And Jersey city medical center said it has taken
46 measures to avoid similar incidents in the future and that technological measures and retraining are being
47 implemented to minimize the chance of such incidents. [3]
48
49 Sensitive information belonging to jobseekers has been put at risk on the government's new Universal Jobmatch
50 website, it has been reported. The security flaw was uncovered during a Channel 4 News investigation.
51 Hackers were said to have been able to register as an employer on the site which is accessed through the
52 Gov.uk portal - another website that has just been launched by the government to deliver more public services
53 online. The hackers were reported to have obtained information including passwords and passport and driving
54 licence scans after posting a fake advert for a cleaner on universal Jobmatch. [4]
55
56 Officials at the University of Pennsylvania Health System have notified 661 patients about a data breach
57 that occurred when receipts from Penn nedicine Rittenhouse containing personal health data were stolen
58 last month, the Philadelphia Inquirer reports. Last week, the health system announced that the receipts
59 had been taken from a locked office. The receipts included patients: Dates of birth; Names; and The last
60 four digits of their credit card numbers. Susan Phillips, a senior vice president at the health system,



If the analysis is answering the research question: "What were the risks and issues found from the

data breaches between 2013 and 2018 within the United States?", the word "said" can now be

eliminated (treated as a stop word) and not used for analysis in looking at topics or clusters that

will be used to answer the research question.

Additionally, the option to select terms alphabetically (Right Click within

Term Window>>>Alphabetical Order) can show greater areas of focus

Red text shows for pre-processing. This feature allows users an early insight into steps
key phrases of that should be taken in preprocessing regarding the focus for the
interest that are analysis. For example, in using the alphabetical ordering feature in JMP,
built into JMP. users can see numbers that do not look important. The "Show Text"

feature can be used to gain greater insight into these values. For

example, some numbers are associated with dollar values ($), so further

exploration is needed to determine if these values are important. Notice that the red phrases listed

in the example are already key phrases of interest built into JMP. Users can add more phrases of

interest, but credit card, identity theft and social security number are already key phrases in JMP.
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For our example, let's select the values of $1,000,000 to review what context this term is used.

From the example, this value is used with regard to the steps that companies are taking to mitigate

and address the breach and it is also used in terms of amount stolen from victims at gas pumps

using skimmers. Based on this initial exploratory evaluation of the data, it may be useful to analysts

to create a new column to track mitigation strategies incorporated, and another regarding value of

data lost. In using the text explorer platform, analysts can quickly elaborate and separate out fields

of valuable information which can be used for analyses regarding data breaches, in this case

settlements of breaches as a new column of information within the datafile. This same method can

be applied to view key phrases alphabetically which provides additional insight into information

that could be important for analysis (e.g. if researchers were only interested in data breaches that

specifically dealt with social security numbers). JMP allows users a more efficient means of

identifying which information may be parsed into a new column as a separate indicator (Right click

phrase/term>>>Save Indicators) or which key phrases should be considered as words themselves

(e.g. identity theft).
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File Edit Tables DC}E Analyze Graph Tools Ad d-lns View Window Help

1
2
3
4
5
6
7
2
9
le
11
12
13
14
15
16
17
12
19
26
21
22
23
24
25
26
27
22
25
30
31
32
33
34
35
36
37
32
39
ie
41
42
43

,4A IR 1%; JMP_risk_issue_data_exan

Text for Words: $1,000,000

de are sending you this letter to notify you that your Tax Identification Number (TIN), along with your
name and business address, were erroneously displayed on a PDF document posted to the Anthem website,
www.anthem.comVca. The PDF documents were posted to Anthem.com for just over 24 hours, from October 23,
2013 until October 24, 2013, and were intended to assist individuals looking for information about physicians
in certain provider networks. It appears that you use your social security Number (ssN) as your TIN and
thus it was included on this posting. once Anthem identified the error, we took immediate steps to remove
the PEIFS from the Anthem.comVca website. The MDFs were corrected and re-posted without the TINS. Although
we have no reason to believe your SSN was compromised, we are offering you free identity protection services
for one year under AllClear ID. AllClear ID offers Credit Monitoring that delivers secure, actionable
Credit Alerts to you by phone. AllClear ID Protection also includes $1,ge6,000 Identity Theft Insurance
Coverage and AllClear ID Fraud Resolution Services. [416]

two men arrested for stealing between $400,000 and $1,000,000 in cash via the installation of gas pump
skimmers in Oklahoma. [1412]

Northwest Primary (are (NWPC) is notifying certain patients about a security incident involving information
that was stolen by a former employee. On October 13, 2015, NWPC was informed by law enforcement that the
employee stole patient names, dates of birth, Social Security numbers, and credit card numbers. The theft
occurred between April 2013 and Vecember 2013. The employee compromised the information of 5,372 patients.
At this time, there is no indication of use or attempted use of the stolen information. NWPC is an Oregon
Family Practice medical clinic that serves the Milwaukie, Clackamas, Sellwood, and Oregon City area. The
practice performs reference checks on all employees. Additional background checks are performed for highly
sensitive positions, including positions with access to financial data. NWPC has comprehensive policies
and procedures, as well as a code of conduct, which prohibit employees from accessing patient records
when there is not a work-related reason to do so. Following this theft, NWPC is expanding both its technology
monitoring capabilities and employee training on safeguarding and accessing patient records to further
bolster privacy safeguards. In response to this incident, NWPC is also adding additional technical precautions
to protect patient information from theft or similar criminal activity in the future. To safeguard affected
individuals from any potential misuse of their personal information, NWPC is offering all impacted patients
identity theft protection services through ID Experts, a data breach and recovery services expert. Affected
patients will receive complete identity recovery services, 12 months of credit monitoring and a $1,000,000
insurance policy. Patients with questions regarding this incident can visit www.myidcare.comVnwpc or call
1-8E2-275-7520 Monday through Friday, 6:00 a.m. to 6:00 p.m. Pacific Time, excluding major holidays. The
deadline to enroll in these services is March 11, 2016. These costs will be fully borne by NWPC. "Northwest
Primary Care will riot tolerate any violation of our patients' privacy," said Michael whitbeck, Administrator.
"The former employee in connection to this violation deliberately and criminally chose to violate established
clinic policies, the trust of our patients and the law. We deeply regret that this crime has occurred
and for any burden that this incident may cause. This breach of patient data is unacceptable, and we are
working to support the law enforcement investigation of this matter.' [3127]
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Word Clouds

JMP allows analysts to visually see the key terms and phrases within word clouds (size represents

greater frequency). They are often used as a visual option for tag clouds which became popular

within community-oriented websites and are considered a low-cost option for visual displays

(Heimerl, et al., 2014). Word clouds are efficient in showing essential terms found within the data

(words that capture attention or "pop"), and word clouds are engaging (they tend to have some

impact and generate interest among viewers). Word clouds are heavily relied on to show results

without getting into the technicalities.

v Word Cloud

n fo r m patient. employei datai breach• health-
access. record' medic• person• report• includ• number. secur. servic.
contain. veteran. investig• stolen address. offic. hospit. erne. compani. account. ircid. 'ile.
rame. system. ore. custom. cernput. provid. protect. date. websit. secur. nurnher. privacy dccurnent.
ye ar. affect. hacker. rece s ay. lette m ail. sent notifi.accord.work. hack. po lie depart. co rnp rornis. ndivi au= ltatE atta:K
pEDpl. tirlE• to.< jEt3 7Eit 2,2 a .;:cv. -1,21-.:.2r vJ= C T J.;.2" '="1,2" :; -v=

Capitalizing on JMP's Interactive Term Options

Stemming

The interactivity provided by JMP allows users to scroll through the terms provided and note

whether stemming (Term Options>>>Stemming) is an option and if so, whether to stem for

combining (combining same word stems such as manage, managing, managed) or stem for all

(mainly recommended when merging with other datafiles after cleaning).

Managing Stop Words, Recodes, Phrases and Stem Exceptions

JMP's ability to interactively modify on the fly in various ways, affords analysts the ability to focus

more on the data and less on coding and subsequent debugging. Analysts add stop words and stem

exceptions with a simple right click of a computer mouse. Applying filters are useful and speed up

pre-processing time by allowing analysts to focus quickly on information that will answer a research

question.

Another option available for JMP users is to import files when available that help streamline pre-

processing when looking for stop words or phrases. This option allows for a quick import of lists

(words) that can be used as stop words, stem exceptions or phrases which should or should not be

considered important for answering the research question(s) with analysis. For example, the U.S.

data breaches data from 2013-2018 has individual person names written within the summary text

file that should not be considered as important terms for analysis in answering the research
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question what are the risks and issues for data breaches in the United States? It would take a much

larger portion of time for a researcher to manually go through and check the terms to eliminate

person names. Even though JMP's interactive window allows users to quickly find words of interest

such as names, to manually write code to omit the terms from analysis or to interactively search

through tens of thousands of terms (e.g. the data breach data set), it requires a lot of time. This is

true for any statistical platform one chooses, however the beauty of JMP allows users to quickly

import without worrying about code. To solve this problem within the data breach file, a baby

names csv was retrieved from GitHub (e.g. https://raw.githubusercontent.com/hadley/data-baby-

names/master/baby-names.csv). The baby names csv was imported into JMP by first creating a

new data file and because each year from 1880 to 2008 had duplicate popular names (e.g. John),

duplicate rows were first selected (Rows>>>Row Selection>>>Select Duplicate Rows) and then

deleted (Right click>>> Delete Rows). This takes our example file from GitHub from 258,000 names

down to 6,782 unique names.

ManagE Step V-icrds

Language: I Engish
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about .30452 ashley
Helpa bcne .0454 betsi

after .0460 better
agaM .0461 betty

ImporLagaMst .0614 beta
all
a al

a0614.1:03
a061421D2

beva n
day

rt_

a n .0732 day's
a nd .0766 clas

any .09;6 found
are a 1067 foarded
aren't a 1@gc, month
.35 a 1235 month's
at .1246 rnanthly

Add iron

R.- Manage Stop Words
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■
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after .0460
again .0461
against .0614
a II .0614n0D3
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a n .0732
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a re a 1067
a.nt a 1(1,ag
3 E a 1235
3: ••• a 1246
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■
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abbey
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a bbigall
a bbott
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a Mal
a bdulla h
abe

Add item

OK

Loud Excepions

options./ .ftem
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OK

Cancel
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Capitalizing on JMP's Interactive Parsing Options

Besides the interactive term options covered, another interactive and highly useful group of

options within JMP are the parsing options available. The powerhouse for pre-processing text

comes with JMP's unique display for customizing regular expressions (Parsing

Options>»Customizing Regex). Programmers can save numerous

amounts of time coding or manually omitting and cleaning data by using

regular expressions. With a regular expression, one can perform JMP's unique display
powerful string parsing with only a handful of lines of code, or maybe for customizing
even just a single line. A regular expression is faster to write and easier regular expressions is
to debug and maintain compared to dozens or hundreds of lines of code a powerhouse!

to achieve the same result or manual cleaning by point and click. Thanks

to JMP's interactive regular expressions window debugging and

tweaking is streamlined and highly efficient.

JMP comes out of the box with built-in regular expressions and basic words (Parsing

Options>»Tokenizing>»Regex/Basic Words). JMP automatically color codes each customized

regular expression within the Regex Editor and shows which words are being selected under which

custom regular expression. The ones listed here are JMP's built in regular expressions.

4- Text Explorer Regular Expression Editor for summary

1 1 1,234 <span ignorearg=3>spanned text<fspan> 1.2 -3.14E+0 foot 3' 4' 5gm 10 cm
brown-fox at 919-555-1234 or (919)-555-123.= $30.00 3:24 a.m. Sam SPN 100°F https://
www.jmp.com/community sas.com "it's time2" <a rel="nofollow" href="only capture
the link" target="_blank') superli'lllll EARTH.NA.USAC.WAKECARY.SAS

- Rego( Editor

Word Separate( list

Word
HIM L Li* Gra bbe r
Tana
Numbers
Leftowe r

Tde 1

Regex

Result

Example

Comment

DefaultSampleText

Row Pretious

No row selected

SareToCclurnn

Next

4
Colar

1 ((([cAve\$11r\$)\s{0,2}[\.,]?10-9][N.,0-31*)1(EN..,]?[@-9][\.,0-S]4\510
,21quidE\3]Ir1$)))

1

$ 5-24 $1009 $.2s 11111 11111 m6-11 11111 -

1 Matches numbers prefixed or suffixed with various currency symbols.

OK Cancel Help
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JMP also allows users to write their own regular expression and desired result (\1=keep; an empty

result means omit) along with specific examples to make sure the regular expression is capturing

what the user wants to capture by either omitting or keeping the result.

In using the data breach example, regular expressions were created to remove information that

would not be considered as an issue or risk found within the summary which included months,

years, web addresses, etc. Ordering these regular expressions (simply moving their location on the

left navigation window) allows analysts to capture key information first and then omit or keep prior

to running subsequent regular expressions that would have the opposite effect. For example,

words are kept in the default regular expression, but to get rid of months which are in fact words,

we would want to move the "No Months" regular expression up before the "Words" regular

expression and have results become an empty cell.

r 5, Text Explcrer Regular Expression Eclitcr fcr summary
1 1 1,234 <span ignorearg.3>spanned text</spanr 1.2 -3.14E+0 foot 3" 4' 5gm 10 cm

brown-fox at 919-555-1234 Dr (919)-555-123.= $30.09 3:24 a.m. 5am Old 184°F https://
www.jnp.com/community sas.cam "it's time!" <a rel="nofollow" href="only capture
the link" target="_blank"›   EARTH.NA.US.NCJAKE.CARY.SAS

Default Sample

Raw Previmis

No row selected

Regex Editor

Save To Cokom

Weed Separate( List "ale 1 No months Cobr
►

maiths 
Worth Regex \be:jan(?:uary)?Ifeb(?:ruary)?ImarCP:chplaprp:ilpim{i:21Y}linn(?:e)1
HTML link Gra bbe r ?ljul{o:y}flaug(?:ustplsept{flemberMlectpioberpinove:enberpldec
Time (?:ember)}
NJm te
Leftmr r

RE s.itt 1

4
Exa n plr 1 january february feb march may april august aug sept jan july Jul mar

oct october nov november flec december may2010 may 2009

:::-- -Ent 1

While regular expressions can be difficult to tackle, JMP's interactive layout for regular expression

creation along with additional tools such as Regex Buddy and Regex Crossword, allow analysts to

get a firm grasp on regular expressions by essentially pulling back the curtain on the mystery that is

regular expressions and showing how efficient regular expressions are in pre-processing steps for

cleaning data to get quality results.
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Conclusion

JMP is a powerhouse in text analytics due to its visualizations, interactivity, and unique display for

customizing regular expressions. The art of text analytics is enhanced with

JMP by the fluid interaction between the analysts and the data and by the

flexibility offered. JMP Text Explorer is an efficient and effective means to

pre-processing as well as becoming familiar with any nuances of the data.

Analysts can dive right into what stories the data tell from the unstructured

text, without needing to worry about coding.

Unstructured text is often difficult to navigate while pre-processing data.

Using JMP's display options, term options and parsing options, especially

using the import feature for stop words and phrases and regular

expressions, analysts can effectively pre-process the data, significantly

minimizing the time it when compared to other popular and widely used

programs such as R or Python. Because JMP comes with built-in regular

expressions and basic words, the software makes text analytics attainable to

analysts without a coding background. While regular expressions can be

difficult to tackle, JMP's interactive layout for regular expression creation

along with additional tools available, allow analysts to get a firm grasp on

regular expressions and how they can be used in pre-processing to clean data

for quality results.

"JMP" into text

analytics even

without a coding

background!

JMP minimized the

time it takes to

pre-process

unstructured text.
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Appendix

JMP Discovery Summit, Tucson 2019 Presentation

JMP Discovery Summit

Tucson 2019

Using Text Explorer to Inform
and Enhance Risk and Issue
Application Development

Presented by:

Scarlett Marklin, Sandia National Laboratories

Yvonne Petrova, Sandia National Laboratories
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2 " M P " into Text Analytics

answer
the

questions

18 l



3 The Problem at Sandia

• More consistent and accurate records of risks and issues

• Clear understanding of text from previous seven years

• Enhancements and more streamlined data capture

• Classify and identify categories of issues, risks, actions and results

• Analyze each field separately

• Analyze causal and not causal

NGWWIi UM
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4 Data Quality

• Unstructured

• Difficult to navigate

• Empty fields, excessive text fields, references to other documents

• No baseline from which to start

• Automate pre-processing!

JAE? Frio
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5 I JMP 14 Pro Text Explorer
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6 Resources

• JMP Community https://community.jmp.com/ 

• JMP books within JMP itself

• JSL Companion: Application of the JMP Scripting Language

• Regex Buddy https://regular-expressions.info 

• Regex Crossword https://regexcrossword.com/ 

Regex Crossword
Welcome to the fantastic world of nerdy regex fun! Start playing by selecting one of the puzzle challenges below. There

are a wide range of difficulties from beginner to expert.

How to Wry .

1
1
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7 Outcomes
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