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Currently, analysts reconstructing a network intrusion have to sift through millions of log
events, taking even experienced analysts hours or days to fully understand an intrusion.
This project will greatly simplify this process using a web-based visualization tool. It will
allow analysts to quickly get a “big-picture” view of an intrusion, rapidly find events of
note, and drill down into the details needed to respond or report.

Deception Networks are virtualized environments Navigation is performed in a web interface by
designed to deceive an adversary into thinking clicking on these objects, which will display data
they’re undetected, while collecting detailed log objects related to the clicked object.
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