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Abstract— Traditional encryption techniques require packet
overhead, produce processing time delay, and suffer from severe
quality of service deterioration due to fades and interference in
wireless channels. These issues reduce the effective transmission
data rate (throughput) considerably in wireless communications,
where data rate with limited bandwidth is the main constraint. In
this paper, performance evaluation analyses are conducted for an
integrated signaling-encryption mechanism that is secure and
enables improved throughput and probability of bit-error in
wireless channels. This mechanism eliminates the drawbacks
stated herein by encrypting only a small portion of an entire
transmitted frame, while the rest is not subject to traditional
encryption but goes through a signaling process (designed
transformation) with the plaintext of the portion selected for
encryption. We also propose to incorporate error correction
coding solely on the small encrypted portion of the data to
drastically improve the overall bit-error rate performance while
not noticeably increasing the required bit-rate. We focus on
validating the signaling-encryption mechanism utilizing
Hamming and convolutional error correction coding by
conducting an end-to-end system-level simulation-based study.
The average probability of bit-error and throughput of the
encryption mechanism are evaluated over standard Gaussian
and Rayleigh fading-type channels and compared to the ones of
the conventional advanced encryption standard (AES).

Keywords—cryptography; quality of service (QoS); throughput;
bit-error rate; error correction coding; Rayleigh fading; advanced
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1. INTRODUCTION

Transmitting information over a wireless link poses a threat
to information security due to inherent interception-type
vulnerability of the wireless channel [1]. Thus, intercepting
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signals from wireless media is the reality that makes wireless
communication accessible to intruders. Consequently, it is
harder to maintain the confidentiality, integrity, and
authenticity (CIA) of the information traversing through
wireless media. Currently, every facet of services such as vast
commercial communications, national security and battle field
communications, electric power delivery, and industrial and
scientific research has been increasingly using wireless
communications. Given the insecure nature of wireless links,
CIA based on encryption is relied upon to satisfy users demand
for end-to-end trustworthy communications.

Encryption, which is a technique of transforming
information text to ciphertext, is the dominant protection
against interception by intruders. Traditional Encryption
algorithms have been designed to provide security against an
attack as the main criterion, where the avalanche effect is a
desirable property [2]. The avalanche effect requires that a
single bit change to the ciphertext or user key must result in
significant and random-looking changes to the decrypted
plaintext. In general, an alteration of one ciphertext bit to the
decryption device will result in an average 50% change of
decrypted information bits. This fact guarantees a highly
secured data transmission assuming that the channel causes no
error of the information packet, and an ideal channel can offer
that. However, wireless channels suffer from multipath fading
and interference, which cause random errors to the ciphertext.
Due to these random bit errors in the ciphertext, the avalanche
effect that makes a block cipher secure also makes it prone to
fading and interference of the wireless channel. Thus,
ciphertext is more vulnerable to channel-induced errors than
the non-encrypted text. It is shown in [1] and [3] that secret-
key encryption systems multiply bit errors by more than an
order of magnitude. As a result, systems that use traditional
encryption algorithms degrade quality-of-service (QoS) in
exchange for end-to-end data confidentiality.

Employing  traditional = encryption in  wireless
communication results in multiple drawbacks: (1) the
probability of bit-error performance degrades due to fades and
interference in wireless channels (avalanche effect), (2)
traditional encryption requires extra bandwidth because of the



added packet overhead, and (3) the processing time required by
the encryption and the decryption algorithms at the source and
destination, respectively, results in communication delay.
Thus, even though encryption of the plaintext achieves data
security, these drawbacks add to large reduction in the effective
transmission data rate (throughput). Moreover, performance
deterioration due to fades in wireless channels may in some
extreme conditions make it almost impossible to decrypt the
data at the destination. These drawbacks motivate investigating
more effective techniques to securely transmit information over
wireless communication systems.

Most of the proposed solutions in the literature [3], [4] are
based on developing joint encryption and error correction
coding schemes that improve the QoS but require enormous
overhead. In [5], the authors provide an opportunistic
encryption with variable block lengths to tackle the trade-off
between the security level and the throughput reduction that
results from the avalanche effect. However, it requires a large
number of logical operations that results in large processing
delay. In [6], a quantitative study is performed to evaluate the
overhead processing cycles for the logical operations required
in both the encryption and decryption of an advanced
encryption standard (AES) frame.

In [7], the authors propose an integrated signaling-
encryption mechanism, where a small portion of an entire
transmitted frame is selected for encryption and the rest is not
subject to traditional encryption but goes through a designed
transformation (signaling) with the plaintext of the portion
selected for encryption. This mechanism eliminates the
drawbacks stated herein and, therefore, it does not suffer from
performance degradation in wireless channels as compared to
traditional encryption techniques. In this paper, we investigate
the QoS of the integrated signaling-encryption mechanism in
terms of average throughput and bit-error rate (BER). We also
propose to incorporate error correction coding solely on the
small encrypted (not transformed) portion of the data to
drastically improve the overall BER performance while not
noticeably increasing the required bit-rate. We focus on
validating the encryption mechanism utilizing Hamming and
convolutional error correction encoding by conducting an end-
to-end system-level simulation-based study. The average
probability of bit-error and throughput of the encryption
mechanism are evaluated over standard Gaussian and Rayleigh
fading-type channels and compared to the ones of the
conventional AES. The security aspect of the integrated
signaling-encryption mechanism will be addressed in future
works.

The remainder of this paper is organized as follows.
Section II provides a summary of the integrated signaling-
encryption mechanism proposed in [7]. In Section III, a figure
of merit called the encryption ration is illustrated. Performance
analyses of the integrated signaling-encryption mechanism
with and without error correction encoding, in terms of
overhead requirements and throughput, are provided in Section
IV. Section V presents numerical results that demonstrate the
performance of the encryption mechanism in terms of average
probability of bit-error and throughput over standard Gaussian
and Rayleigh fading-type channels. Finally, Section VI
provides concluding remarks.

II.  SUMMARY OF THE INTEGRATED SIGNALLING-
ENCRYPTION MECHANISM

A conceptual structure for the integrated signaling-
encryption transceiver is shown in Fig. 1. The transmitter
structure for the system is depicted in Fig. 1(a), where the
incoming serial data stream (S in bits) is mapped into parallel
data blocks, each with a common pre-specified block length.
The first block undergoes a highly immune standard encryption
algorithm satisfying a certain security level (such as the AES).
All the remaining blocks are arranged systematically and enter
a bit-wise XOR (exclusive-or or exclusive-disjunction)
operation with the plaintext of first block (before encryption).
Next, the data is mapped back into a serial format to be
encoded before transmission (channel encoding) to enhance
transmission reliability. The data stream is then modulated
using any digital modulation technique in order to be suitable
for transmission. The receiver structure, as can be seen in Fig.
1(b), completely reverses all the operations performed at the
transmitter in order. Also, at the receiver side, only the first
block is needed to be decrypted using the appropriate
traditional decryption algorithm and the decryption key,
whereas all the other blocks are also bit-wise XORed with the
first decrypted block (plaintext). As a result, the entire data
frame is transmitted securely by only performing encryption of
the first amount of data (B; in Fig. 1) within a
frame/superframe. We would like to note here that the
operations performed by the bank of XOR gates along with the
serial-to-parallel (S/P) and parallel-to-serial (P/S) processes,
illustrated in Fig. 1, can be simply implemented in practice by
a shift-register, one XOR gate, and a switch.

For defining the data structure to be used in the algorithm,
let us assume that the data sequence composed of N
superframes. Each superframe contains Ny frames, and each
frame consists of N, blocks, each of size f; bits. In the
proposed encryption algorithm, the first block B; will be
encrypted with a highly immune standard encryption algorithm
such as the AES. The rest of the NzN,— 1 blocks will be used
as plaintexts (i.e., will not undergo traditional encryption), but
will undergo a bit-wise XOR operation with the plaintext of the
first block. Consequently, the first block will not be recovered
without performing the decryption process, which is assumed
to be very immune for cryptanalysis, and therefore the other
blocks will not be detected by the intruders since the plaintext
of the first block is required to undo the XOR operation. This
latter operation can be obtained only after decrypting the first
block (B;) at the receiver (Fig. 1(b)). The notations used
throughout the algorithm are summarized in Fig. 1(c).

The size of the encrypted block (we refer to as the first
block in the first transmitted frame) is determined by the
traditional encryption algorithm used. More specifically, the
block size for the conventional AES scheme is 128 bits, while
the block size for the conventional data encryption standard
(DES) is 64 bits. By performing the signaling-encryption
algorithm by first traditionally encrypting the first block and
then performing the XOR operation for the remaining blocks,
the whole resultant data stream will then be secure with
security level provably as high as the security level of the first
block. The whole data stream will share the same security level
since the XOR operation is a one-to-one mapping function and
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Fig. 1. Transmitter and receiver structure of the integrated signaling-encryption mechanism in a wireless communication system.

the data will not be recovered by any intruder without
breaking the first cipher. The encryption algorithm is repeated
every superframe (N frames) or multiple of superframes with
a new key for the first block of each superframe to enhance
security and reliability of the transmission. A detailed
description of the integrated signaling-encryption mechanism
can be found in [7].

IIL.

We review the figure of merit here, the encryption ratio,
denoted by 3, that was introduced in [7]. It is defined as the
ratio of the overall transformed text using the XOR operation
to the encrypted text using traditional encryption algorithms,
which can be expressed mathematically as

ENCRYPTION RATIO

Transformed text using the XOR

he = Encrypted text using traditional algorithms
(NN, — 1)
Bc = % = (NgN, — 1)

(1

where Np, N,, and f; are as defined earlier. The encryption
ratio reveals the amount of overhead processing cycles
reduction obtained when using the integrated encryption
algorithm. It is clear that as the value of f, increases for a
given superframe of data, the encryption overhead as well as
the avalanche effect decreases and hence the effective system
throughput increases. This metric will be used in the
performance analysis section presented next.

IV. PERFORMANCE ANALYSIS

In this section, we provide the throughput analysis of the
integrated signaling-encryption mechanism and compare it
with the conventional encryption algorithm. For the rest of this
paper, for performance evaluation purposes, we will consider
the standard AES-128 encryption technique [8] in encrypting
and decrypting the first block, B;. We consider two cases,
namely, without error correction encoding and with error
correction encoding only the first encrypted block.

In general, the throughput (7) can be defined as the number
of correctly received bits (carrying information) per second,
which can be described in terms of the bit rate (R) as



T =R(1-P)F
(2)

where P, is the block bit-error rate (BER) and (1 — P,)Pt is the
probability of receiving a block of length f;-bits correctly.
Within one superframe, with NpN, blocks, the average
throughput can be obtained by averaging the throughput
amounts of all the blocks within the superframe as

NfNp

_ 1 . Bi
T = NN, Z R(1-P.)

i=1

A3)
which is equivalent to
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B B
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“4)

We assume that the same data rate is shared among all
blocks excluding the first block, i.e., R; = R, i > 2, which is a
valid assumption. Because here we evaluate the throughput for
the data carrying the actual information, the effective
transmission data rate for the first (encrypted) block is assumed
to be R, = #R, where # < 1 because of the overhead associated
with the conventional encryption used in the first block. In
addition, if we consider error correction encoding applied to
the first encrypted block (here we only consider error
correction encoding the first block in a superframe while the
remaining blocks are uncoded), then the effective transmission
data rate for the error correction encoded and encrypted block
is going to be R; = nR.R, where R, is the coding rate. By
employing these definitions in (4) and conducting simple
algebra, we can respectively write the superframe average
throughput for no encryption, conventional encryption, and the
integrated signaling-encryption mechanisms considering the
two cases (without error correction encoding and with error
correction encoding only the first block) as follows:

TNo_Enc = R(1 - PeNO_EnC)Bl
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c
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Expressions (5)-(8) will be used in the next section to
numerically obtain the throughout performance graphs in
standard Gaussian and Rayleigh fading-type wireless channels.

V. NUMERICAL AND SIMULATION RESULTS

In this section, we provide numerical results to compare
between the performance of the integrated signaling-encryption
mechanism and the conventional one in terms of the
superframe average BER and normalized throughput.

An end-to-end system-level simulation-based study is
conducted for computing the average BER of the integrated
signaling-encryption technique with and without error
correction encoding in addition to the conventional AES-128
encryption technique. Two wireless channel models are
considered: an additive white Gaussian noise (AWGN) channel
and a Rayleigh flat fading channel whose maximum Doppler
shift is 100 Hz. BPSK modulation with coherent detection is
used for the transmission over the AWGN channel, while
differential BPSK modulation is used for the transmission over
the Rayleigh channel. In case of data transmission with error
correction encoding, the first block of each superframe is only
encoded by a Hamming code or a convolutional code. We
assume the AES-128 is used to encrypt the first block of each
superframe with block size (f;) of 128 bits, superframe size
(NpNy) of 1000 blocks, and Monte Carlo simulations over
1280000 bits are used for the computation of the BER for each
scenario.

Figures 2 and 3 demonstrate the average bit-error
probability of the integrated signaling-encryption mechanism
over AWGN channel using Hamming and convolutional
encoding, respectively, and compared with the conventional
AES. It can be observed that there is a minor improvement in
BER performance using the presented encryption mechanism
compared with the conventional AES when the data is not
encoded by any error correction code. However, the
performance of the presented mechanism improves
dramatically by incorporating error correction coding solely on
the first (encrypted) block of each superframe.
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Fig. 2. The average bit-error probability of the integrated signaling-
encryption mechanism over AWGN channel and using the Hamming code.
Performance comparison.
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Performance comparison.

This massive improvement in BER performance by using
error correction coding only to first block of each superframe
(only 0.1% of the total transmitted data is error correction
encoded in this numerical example) is due to the fact that if the
first block is in error and cannot be recovered, then all the
remaining blocks in a superframe become unrecoverable.
Therefore, by protecting the first block of each superframe
from random errors using error correction coding, the overall
average BER reduces dramatically. It is worth mentioning that
by applying error correction coding only to a small portion of
the total transmitted data (0.1% in this example), it won’t add
much overhead and, therefore, it won’t noticeably increase the
required bit rate.

Figures 4 and 5 demonstrate the average bit-error
probability of the integrated signaling-encryption mechanism
over Rayleigh channel using Hamming and convolutional
encoding, respectively, and compared with the conventional
AES. It can be observed that the convolutional code improves
the BER performance much greater as compared with the
Hamming code in Rayleigh fading channels, while it does not
when the channel is AWGN as demonstrated in Fig. 2 and Fig.
3. We can also observe from Fig. 4 that the BER performance
of the presented encryption mechanism is in some cases (e.g. at
SNR = 15 dB) worse than that of the conventional one.
However, this is not because of the proposed mechanism
design but because of the weak performance of the Hamming
code in Rayleigh fading channels. Figure 5 supports our last
statement where it is clear that applying the convolutional code
shows the superiority of the mechanism over the conventional
one in terms of the BER performance. From Fig. 5, notice that
about 15 dB gain is achieved using the proposed mechanism
over the conventional one in Rayleigh fading environments.

Figures 6 and 7 demonstrate the average normalized
throughput of the integrated signaling-encryption mechanism
over AWGN channel using Hamming and convolutional
encoding, respectively, and compared with the conventional
AES. It is obvious that the integrated mechanism provides
higher throughput over the conventional one without and with
encoding. However, encoding the first block further improves

the integrated mechanism throughput. Because the
convolutional code provides better BER performance as
compared with the Hamming code, it further improves the
integrated mechanism throughput which is clearly obvious in
the low SNR range. Figures 8 and 9 repeat the same
comparisons as in Fig. 6 and Fig. 7 but considering the
Rayleigh fading channel and we can witness the same
observations. From Fig. 9, notice that more than 150%
improvement in throughput is achieved using the integrated
mechanism over the conventional one in Rayleigh fading
environments.

VI. CONCLUSIONS

Performance evaluation analyses have been conducted for
the integrated signaling-encryption mechanism in terms of
BER and throughput in wireless channels. We considered error
correction encoding only the first encrypted block in order to
achieve higher data throughput. Numerical results show that
the BER performance and throughput of the integrated
mechanism are superior to those of the conventional AES over
standard Gaussian and Rayleigh fading-type channels.
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The security aspect of the integrated signaling-encryption
mechanism can be enhanced by adding a security process box
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to the current design after and before the XORing processes at
the transmitter and the receiver, respectively. The new security
box performs key-based multiplexed permutation operations to

significantly

improve the security of the transmission

mechanism. Performance analysis in terms of security and QoS
of the integrated mechanism with the new security process box
will be investigated in a future paper.

(1]

[2]

(3]

(4]

(3]

(6]

(7]

(8]

REFERENCES

J. M. Reason, “End-to-end confidentiality for continuous-media
applications in wireless systems,” Ph.D. Dissertation, UC Berkeley,
2000.

R. Forre, “The strict Avalanche criterion: Spectral properties of Boolean
functions and an extended definition,” Proc. of the 8" Annual
International Cryptology Conference - Advance in Cryptology
(CRYPTO’88), pp. 450-468, 1988.

0. Adamo and M. R. Varanasi, “Joint scheme for physical layer error
correction and security,” ISRN Journal of Communications and
Networking, 2011.

D. A. Moghadam, V. T. Vakili, and A. Falahati, “Combination of turbo
coding and cryptography in NONGEO satellite communication
systems,” International Symposium on Telecommunications, pp. 666-
670, 2008.

M. A. Haleem, C. N. Mathur, R. Chandramouli, and K.P. Subbalakshmi,
“Opportunistic encryption: A trade-off between security and throughput
in wireless networks,” IEEE Transactions on Dependable and Secure
Computing, vol. 4, no. 4, pp. 313-324, 2007.

Y. Xiao, B. Sun, H. Chen, S. Guizani, and R. Wang, “Performance
analysis of advanced encryption standard,” Proc. of the IEEE
GLOBECOM, pp. 1-5, 2006,

M. M. Matalgah and A. M. Magableh, “Simple encryption algorithm
with improved performance in wireless communications,” Proc. of the
IEEE Radio and Wireless Symposium (RWS), pp. 215-218, 2009.
“Announcing the Advanced Encryption Standard (AES),” US NIST,
Nov. 2001. Retrieved from

encryption mechanism over Rayleigh fading channel and using the

Hamming code. Performance comparison.

http://csre.nist.gov/publications/fips/fips197/fips-197.pdf.




<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Error
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /CMYK
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments true
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
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
    /BGR <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>
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e9ad88d2891cf76845370524d53705237300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc9ad854c18cea76845370524d5370523786557406300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /CZE <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>
    /DAN <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>
    /DEU <FEFF00560065007200770065006e00640065006e0020005300690065002000640069006500730065002000450069006e007300740065006c006c0075006e00670065006e0020007a0075006d002000450072007300740065006c006c0065006e00200076006f006e002000410064006f006200650020005000440046002d0044006f006b0075006d0065006e00740065006e002c00200076006f006e002000640065006e0065006e002000530069006500200068006f006300680077006500720074006900670065002000500072006500700072006500730073002d0044007200750063006b0065002000650072007a0065007500670065006e0020006d00f60063006800740065006e002e002000450072007300740065006c006c007400650020005000440046002d0044006f006b0075006d0065006e007400650020006b00f6006e006e0065006e0020006d006900740020004100630072006f00620061007400200075006e0064002000410064006f00620065002000520065006100640065007200200035002e00300020006f0064006500720020006800f600680065007200200067006500f600660066006e00650074002000770065007200640065006e002e>
    /ESP <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>
    /ETI <FEFF004b00610073007500740061006700650020006e0065006900640020007300e4007400740065006900640020006b00760061006c006900740065006500740073006500200074007200fc006b006900650065006c007300650020007000720069006e00740069006d0069007300650020006a0061006f006b007300200073006f00620069006c0069006b0065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740069006400650020006c006f006f006d006900730065006b0073002e00200020004c006f006f0064007500640020005000440046002d0064006f006b0075006d0065006e00740065002000730061006100740065002000610076006100640061002000700072006f006700720061006d006d006900640065006700610020004100630072006f0062006100740020006e0069006e0067002000410064006f00620065002000520065006100640065007200200035002e00300020006a00610020007500750065006d006100740065002000760065007200730069006f006f006e00690064006500670061002e000d000a>
    /FRA <FEFF005500740069006c006900730065007a00200063006500730020006f007000740069006f006e00730020006100660069006e00200064006500200063007200e900650072002000640065007300200064006f00630075006d0065006e00740073002000410064006f00620065002000500044004600200070006f0075007200200075006e00650020007100750061006c0069007400e90020006400270069006d007000720065007300730069006f006e00200070007200e9007000720065007300730065002e0020004c0065007300200064006f00630075006d0065006e00740073002000500044004600200063007200e900e90073002000700065007500760065006e0074002000ea0074007200650020006f007500760065007200740073002000640061006e00730020004100630072006f006200610074002c002000610069006e00730069002000710075002700410064006f00620065002000520065006100640065007200200035002e0030002000650074002000760065007200730069006f006e007300200075006c007400e90072006900650075007200650073002e>
    /GRE <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>
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
    /HRV (Za stvaranje Adobe PDF dokumenata najpogodnijih za visokokvalitetni ispis prije tiskanja koristite ove postavke.  Stvoreni PDF dokumenti mogu se otvoriti Acrobat i Adobe Reader 5.0 i kasnijim verzijama.)
    /HUN <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>
    /ITA <FEFF005500740069006c0069007a007a006100720065002000710075006500730074006500200069006d0070006f007300740061007a0069006f006e00690020007000650072002000630072006500610072006500200064006f00630075006d0065006e00740069002000410064006f00620065002000500044004600200070006900f900200061006400610074007400690020006100200075006e00610020007000720065007300740061006d0070006100200064006900200061006c007400610020007100750061006c0069007400e0002e0020004900200064006f00630075006d0065006e007400690020005000440046002000630072006500610074006900200070006f00730073006f006e006f0020006500730073006500720065002000610070006500720074006900200063006f006e0020004100630072006f00620061007400200065002000410064006f00620065002000520065006100640065007200200035002e003000200065002000760065007200730069006f006e006900200073007500630063006500730073006900760065002e>
    /JPN <FEFF9ad854c18cea306a30d730ea30d730ec30b951fa529b7528002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a306b306f30d530a930f330c8306e57cb30818fbc307f304c5fc59808306730593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020ace0d488c9c80020c2dcd5d80020c778c1c4c5d00020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /LTH <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>
    /LVI <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>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken die zijn geoptimaliseerd voor prepress-afdrukken van hoge kwaliteit. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /POL <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>
    /PTB <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>
    /RUM <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>
    /RUS <FEFF04180441043f043e043b044c04370443043904420435002004340430043d043d044b04350020043d0430044104420440043e0439043a043800200434043b044f00200441043e043704340430043d0438044f00200434043e043a0443043c0435043d0442043e0432002000410064006f006200650020005000440046002c0020043c0430043a04410438043c0430043b044c043d043e0020043f043e04340445043e0434044f04490438044500200434043b044f00200432044b0441043e043a043e043a0430044704350441044204320435043d043d043e0433043e00200434043e043f0435044704300442043d043e0433043e00200432044b0432043e04340430002e002000200421043e043704340430043d043d044b04350020005000440046002d0434043e043a0443043c0435043d0442044b0020043c043e0436043d043e0020043e0442043a0440044b043204300442044c002004410020043f043e043c043e0449044c044e0020004100630072006f00620061007400200438002000410064006f00620065002000520065006100640065007200200035002e00300020043800200431043e043b043504350020043f043e04370434043d043804450020043204350440044104380439002e>
    /SKY <FEFF0054006900650074006f0020006e006100730074006100760065006e0069006100200070006f0075017e0069007400650020006e00610020007600790074007600e100720061006e0069006500200064006f006b0075006d0065006e0074006f0076002000410064006f006200650020005000440046002c0020006b0074006f007200e90020007300610020006e0061006a006c0065007001610069006500200068006f0064006900610020006e00610020006b00760061006c00690074006e00fa00200074006c0061010d00200061002000700072006500700072006500730073002e00200056007900740076006f00720065006e00e900200064006f006b0075006d0065006e007400790020005000440046002000620075006400650020006d006f017e006e00e90020006f00740076006f00720069016500200076002000700072006f006700720061006d006f006300680020004100630072006f00620061007400200061002000410064006f00620065002000520065006100640065007200200035002e0030002000610020006e006f0076016100ed00630068002e>
    /SLV <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>
    /SUO <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>
    /SVE <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>
    /TUR <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>
    /UKR <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>
    /ENU (Use these settings to create Adobe PDF documents best suited for high-quality prepress printing.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /ConvertToCMYK
      /DestinationProfileName ()
      /DestinationProfileSelector /DocumentCMYK
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure false
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles false
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /DocumentCMYK
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /UseDocumentProfile
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


