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Agenda

• Sandia National Laboratories
• Conditional UI Process / Implementation
• Scenarios

– Hide an attribute until needed
– Prevent display of obsolete domain values
– Display domain values based upon record data
– Grant editing capability on record-by-record basis based upon 

Craft membership
– Selected editable attributes on record-by-record based upon 

Craft membership, other attributes are read-only
– Prevent related record addition based upon MAINRECORD 

data

• Questions
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Sandia National Laboratories 
is a multi-program laboratory 
operated by Sandia 
Corporation, a Lockheed 
Martin Company, for the 
United States Department of 
Energy’s National Nuclear 
Security Administration.  The 
Core purpose for Sandia is to 
help our nation secure a 
peaceful and free world 
through technology.  Sandia 
serves many U.S. 
Government agencies 
including Homeland Security, 
Energy, Military, 
Nonproliferation, and 
Security.  Sandia is also a 
low-volume manufacturer of 
advanced components.

Sandia National LaboratoriesSandia National Laboratories
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Conditional UI Process

• Identify requirement defining desired 
change

– The condition that will trigger the change 

– Define the change when condition is met

• A Conditional Expression (SQL statement 
or class file) must be created to allow 
Maximo to determine if  the condition 
exists (TRUE or FALSE)
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Conditional UI Implementation
• Global Restrictions

– Object

– Attribute

• Security Group Data Restrictions
– Object, Attribute, Collection

• Control
– Tab, Section, Table, Textbox, …

– Set by:

• Signature Option

• Security Group

• Condition

• Property

• Domain Data
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Scenario

• Hide an attribute except when needed

• This case

– Add an attribute to the synonym domain that 
is only applicable to one domain

– Hide the new attribute for all other domains
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Requirement

• Add new attribute “Include On Cert”

– Work Log table

– Synonym Domain table

– Domain application

• Synonym Domain

– Only display when DOMAINID = LOGTYPE
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Database Changes

WorkLog Table

SynonymDomain Table
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Set Up Conditions

• Define different conditions based upon 
implementation type

• Domain = LOGTYPE

• Domain != LOGTYPE
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Security Group Data Restriction
• Least Overhead of Conditional UI Methods

• Data Restriction Types:
– Hidden: hides data, not the control

– Qualified: only at Object level

– Required: only at Attribute level

– Read Only
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Effect of Hidden
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Application Restriction

• More Overhead than Security Group 
Restriction

• More Control

• Requires Signature Option

• Signature Option Grant in Security Groups 
Application
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Domain Application
• Signature Option

• Configure Properties 
for Two Controls
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Effect of Display Property
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Scenario

• Prevent Display of Obsolete Domain 
Values

• This case

– Maximo will not allow domain values to be 
deleted if they have been used

– Prevent the domain values from being using 
in the future
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Set Up Condition 

• Always return false
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Add Condition to Domain Value
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Lookup

• Obsolete Value Not Shown
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LNK Domain Value Restriction
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Business Rules
• Sandia has 17 groups that specialize in different types of 

calibrations (pressure, mass, AC, DC, temperature, …)

• A Metrologist can be authorized to do work in more than 
one specialization (which is defined as a CRAFT)

• Assets calibrated by one specialization can be used as a 
tool in another specialization
– a thermocouple calibrated by temperature lab could be used as 

a calibrated tool by the pressure lab

• Calibrating (managing) lab laborers have full access to 
any records relating to the record (ASSET, PM, JP, WO)

• Custodians (and other specified users) have read-only 
access to the same records, but are allowed to edit a few 
attributes on the asset record



20

Scenario

• Grant data editing capability on 
record-by-record basis based upon 
Craft membership
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PM Data Restrictions

• Members of 
managing lab 
have full editing 
capability

-- member of a managing lab

(exists (select 1 from laborcraftrate a, labor b 

where a.craft in ( 
:SNLCCALLAB,:SNLCINHOUSECALLAB )  

and a.laborcode=b.laborcode

and b.personid = :&PERSONID& ))

-- member of the IT Team

or exists (select 1 from groupuser c, maxuser d 

where c.userid=d.userid

and d.personid = :&PERSONID& 

and c.groupname ='ITTEAM') 

or 1=1
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PM Data Restrictions

• Non-members of 
managing lab 
have read-only 
capability

-- not a member of a managing lab

(not exists (select 1 from laborcraftrate a, labor b 

where a.craft in ( 
:SNLCCALLAB,:SNLCINHOUSECALLAB )  

and a.laborcode=b.laborcode

and b.personid = :&PERSONID& ))

-- not a member of the IT Team

and not exists (select 1 from groupuser c, 
maxuser d 

where c.userid=d.userid

and d.personid = :&PERSONID& 

and c.groupname ='ITTEAM') 
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PM Restrictions Setup

No need for Attribute 
Restrictions because 

entire record is 
restricted to read-only if 

not a member of the 
managing lab
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PM – Member of Managing Lab
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PM–Not Member Managing Lab
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Scenario

• Make selected attributes editable on 
record-by-record based upon Craft 
membership, other attributes are 
read-only
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Condition 1

• All users 
who have 
some kind 
of access 
to the 
record

-- customer of some type
exists (select 1 from assetlocusercust

where personid= :&PERSONID& 
and assetnum= :assetnum and siteid= :siteid

and (iscustodian=1 or isuser=1 or snlcisaltcustodian=1 
or snlcisaltootpoc=1 ))

-- member of the owning org
or exists (select 1 from person 

where personid= :&PERSONID& 
and snlcdeptid= :snlcowningorg )

-- a member of a cal lab
or exists (select 1 from laborcraftrate a, labor b 

where a.laborcode=b.laborcode
and b.personid= :&PERSONID& )

-- member of the IT Team
or exists (select 1 from groupuser c, maxuser d 

where c.userid=d.userid
and d.personid = :&PERSONID& 

and c.groupname = 'ITTEAM') 
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Condition 2

• All users 
who are 
restricted to 
read-only 
access to 
identified 
attributes

(:status != 'NOT READY' or :snlccallab is not null ) and
-- customer of some type

(exists (select 1 from assetlocusercust
where personid= :&PERSONID& 

and assetnum=:assetnum and siteid=:siteid
and (iscustodian=1 or isuser=1 or snlcisaltcustodian=1 

or snlcisaltootpoc=1 )

-- member of the owning org
or exists (select 1 from person 

where personid= :&PERSONID& 
and snlcdeptid=:snlcowningorg )

-- a member of a cal lab 
or exists (select 1 from laborcraftrate a, labor b 

where a.laborcode=b.laborcode
and b.personid= :&PERSONID& )

)
-- but not a member of the managing lab

and not exists (select 1 from laborcraftrate a, labor b 
where a.craft=:snlcowninglab and a.craft = :snlccallab

and a.laborcode=b.laborcode
and b.personid= :&PERSONID& )
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Condition 3

• Users who 
will never 
have 
editing 
capability

-- not a customer of some type
not exists (select 1 from assetlocusercust

where personid= :&PERSONID& 
and assetnum=:assetnum and siteid=:siteid

and (iscustodian=1 or isuser=1 or snlcisaltcustodian=1 
or snlcisaltootpoc=1 )

-- not a member of the owning org
and not exists (select 1 from person 

where personid= :&PERSONID& 
and snlcdeptid=:snlcowningorg )

-- not a member of the IT Team
and not exists 

(select 1 from groupuser c, maxuser d 
where c.userid=d.userid

and d.personid = :&PERSONID& 
and c.groupname = 'ITTEAM') 
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Implementation
• Global Data Restriction

• Two Restrictions Required

– Object-level: grant access to the record if any 
amount of editing capability is to be granted

– Attribute-level: restrict to READONLY as needed

• One condition record allowed at each level

– Object-level:  Object / Restriction
• Asset / Qualified / Condition 1

• Asset / Read-Only / Condition 3

– Attribute-level: Object / Attribute / Restriction
• Asset / Manufacturer / ReadOnly / Condition 2

• Asset / Vendor / ReadOnly / Condition 2

• Unidentified attributes can be edited
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Custodian Condition
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Managing Lab Condition
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Scenario

• Prevent related record addition based 
upon MAINRECORD data
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WO Actuals Restrictions

• Cal labs do not own or control assets they 
calibrate

• Customers are billed an hourly rate that 
accounts for the cost of running the labs

• Bill is calculated at WO completion

• It is still possible to add Actuals at this point –
causing a mismatch between billed amount and 
WO Actuals

• Must prevent additional Actuals from being 
entered once billing process initiated
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Allow New Costs Condition

• Costs can only 
be added 
before the 
billing process 
starts

-- determine when user can add costs to WO

-- costs: Labor, Materials, Services, Tools/Standards

exists (

select 1 from workorder 

where wonum=:refwo

and (SNLCRECVRSTATUS not in 

('NOT NEEDED','ORACLEFIN','COMPLETE') 

or SNLCRECVRSTATUS  is null )

)

or

-- no existing cost records case

exists (

select 1 

from labtrans

where :refwo is null

)
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Implementation

• Hide New 
Row button 
group if 
Billing started

• Signature 
Option 
identifies
when Billing 
Not Started
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Signature Option on Button Group
(Application Designer)
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Security Group Setup
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Effect on Work Order Actuals
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Mark Graham
mlgraha@sandia.gov
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Adding Active Flag and Sort 
Order to Domains
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Business Case

• Maximo will not allow domain values to be 
deleted once used – however the user 
may not want to value to be used any 
more

• Maximo does give the user the ability to 
sort domain lookups, which is desired in 
some cases
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Database Changes

• Reset the MAXOBJECTCFG.INTERNAL YORN 
to 0 for the domain tables

• ALNDOMAIN

• NUMERICDOMAIN

• NUMRANGEDOMAIN

• SYNONYMDOMAIN

• Add two new attributes to the domain tables

• Restore the YORN value to the original value
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Modify Domain Application

• Add Active and Display Order Table 
Columns and Checkboxes

• Add Sort Order

– Active desc

– Display Order
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Domain Application
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Modify Lookups

• Add orderby and whereclause statements 
to the table definition


